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SECTION 1-- INTRODUCTION
1.1 Background
Consolidated Technology Services (CTS) provides telecommunications, computing, digital government and Application services to more than 700 state agencies, boards and commissions, local governments, tribal organizations and qualifying non-profits. CTS operates a secure, statewide standards-based telecommunications network providing reliable, economical voice, data and video communications. The CTS data center is one of the largest in the Northwest, combining both client server and mainframe computing in a secure, controlled environment. For more information, visit the CTS Web site at www.cts.wa.gov.
This RFQQ is being issued for Purchaser’s exclusive use. CTS intends to award up to three Contract as a result of this RFQQ.
1.2 Acquisition Authority
The Department of Enterprise Services (DES) has authority over goods and services under RCW 39.26 and sets processes for procuring information technology based on the policies and standards set by the Technology Services Board. Chapter 43.41A of the Revised Code of Washington (RCW) as amended establishes the Washington State Technology Services Board (TSB). While the TSB does not purchase for agencies, it establishes policies and standards addressing how the manner in which state agencies may acquire information technology equipment, software, and services.
RCW 39.26.100(2) provides CTS with an exemption from the Department of Enterprise Services procurement rules and requirements. Specifically, the competitive procurement rules stated by Department of Enterprise Services do not apply to CTS when contracting for the following:

1. Services and activities that are necessary to establish, operate, or manage the state data center, including architecture, design, engineering, installation, and operation of the facility, that are approved by the technology services board or 

2. The acquisition of proprietary software for or part of the provision of services offered by the consolidated technology services agency; or 

3. The acquisition of information technology equipment  necessary for or part of the provision of services offered by the consolidated technology services agency; or 
4. The acquisition of information technology services necessary for or part of the provision of services offered by the consolidated technology services agency. 

This procurement is within the exemption and is performed consistent with CTS’ internal Exempt Procurement Policy (4.2.5 Exempt Purchases).  

CTS Procurement activities should embody the following values:
1. Equity: to provide open competition and fair access to qualified Vendors in competing for CTS business.  Open competition means equal access/opportunity for those qualified Vendors. 
2. Economy and Efficiency: to procure goods/services at the best value and assure the processes are streamlined and fit the level of risk anticipated in each transaction.
3. Integrity: to enable a full and open competition in order to reduce any chances for corruption or bias in a procurement process. 
This RFQQ is issued in good faith but it does not guarantee an award of contract, nor does it represent any commitment to purchase whatsoever. This RFQQ will result in multiple awards per the category below. When CTS needs to engage the vendor pool, it will do so using a fair and unbais processes that requests the resumes for the specific employee to be engaged under the SOW. 
1.3 Business Objective

Consolidated Technology Services (CTS)is issuing this RFQQ to enter into an as needed basis contract for a pool of multiple Informatica developer with Data Integration and consulting experience. 
1. Consultants will have expert level of development and maintenance skills in Informatica product suite including:
a. Power Center – Design, develop and maintain mappings and workflows, system administration for deployments, services, connections, troubleshooting, processing change request, architecture
b. Power exchange for SAP NetWeaver and other connectors
c. Data Integration Hub – Design and develop near real time data integration, system administration for deployments, services, connections, troubleshooting, processing change request, architecture
d. Master Data Management – design and develop data models, system administration for optimizations, architecture, troubleshooting, 
e. Data Quality
2. Proven experience and expertise in enterprise data architecture and database engineering, design and development.  

3. Expert ability to design and develop data access methods across disparate data sources.

4. Mentor and train other Informatica developers and system administrators to ensure successful knowledge transfer. 

5. Proven experience with Data Integration techniques and strategies.
6. Troubleshoot, optimize and fine tune ETL processes.

7. Collaborate with other teams to develop, configure, optimize Informatica systems and workflows Determine data movement strategy as well as data availability and recoverability.

1.4 Term

It is anticipated that the term of the resulting purchasing Contract will be open and available as needed based on the available funding commencing on the effective date of the Contract for up to five years. 

1.5 Definitions

“Apparently Successful Vendors” (ASVs) shall mean the Vendor(s) who: (1) meets all the requirements of this RFQQ, and (2) receives the highest number of total points.

“Business Days” shall mean Monday through Friday, excluding state holidays.
“Business Hours” shall mean 7:00 AM, through 7:00 PM, Pacific Time, Monday through Friday, excluding state holidays.
“Contract” shall mean the RFQQ, the Response, Contract document, all schedules and exhibits, and all amendments.
“CTS” shall mean the Washington State Consolidated Technology Services.

 “Desirable” or “(D)” shall mean the requirement is important but not mandatory. The Response will not be scored.

“Desirable Scored” or “(DS)” shall mean the requirement is important but not mandatory, and the Response will be scored.

“Mandatory” or “(M)” shall mean the Vendor must comply with the requirement, and the Response will be evaluated on a pass/fail basis.

“Mandatory Scored” or “(MS)” shall mean the Vendor must comply with the requirement, and the Response will be scored.

“Purchaser” shall mean the Washington State Consolidated Technology Services (CTS).
“RCW” shall mean the Revised Code of Washington.
“Response” shall mean the written proposal submitted by Vendor to CTS in accordance with this RFQQ. The Response shall include all written material submitted by Vendor as of the date set forth in the RFQQ schedule or as further requested by CTS.
“SDC” refers to the state Data Center located at: 532 16th Ave. SE, Olympia, Washington 98504.

“Services” shall mean those Services provided by Vendor relating to the solicitation, deployment, development and/or implementation activities that are appropriate to the scope of this solicitation, including Onsite Support and Technican Support Services. 
 “State” shall mean the state of Washington.
“Statement of Work” (SOW) shall mean a separate written agreement describing installation or development services between Vendor and CTS for Vendor’s Services to be accomplished under the terms and conditions of the resulting Contract.
“Subcontractor” shall mean one not in the employment of Vendor, who is performing all or part of the Equipment and/or Services under the resulting Contract under a separate contract with Vendor. The term “Subcontractor” means Subcontractor(s) of any tier.
 “Vendor” shall mean a company, organization, or other entity submitting a Response to this RFQQ.
1.6 Overview of Solicitation Process

The evaluation process will be comprised of an internal process that will narrow the pool of competitors to assure only the highest scoring finalists move to the next Round in the evaluation process. CTS, in its sole discretion, will determine the number of top scoring to move to the next Round.   
Round 1: A preliminary examination of the completeness and validity of responses. All responsive vendors will move to Round 2. 

Round 2: All qaulified vendors will be called for a personal interview, then an evaluation process would determine the potential candidates.  

Round 4: The vendors with the highest total score will be announced as the Apparently Successful Vendors.

After completing the evaluation phases of the process as set forth above, CTS plans to enter into contractual negotiations with all of the Apparently Successful Vendors(ASV) with a view to finalizing a contract. Award of contract will depend on a satisfactory outcome to these negotiations. 

1.7 Multiple Award
It is CTS’ intent to award multiple contracts for each category in this procurement.  
1.8 Quantity Usage

Since the Contract resulting from this solicitation will be designated as “optional-use,” no guarantee of usage can be given.
1.9 Funding
Any contract awarded as a result of this procurement is contingent upon the availability of funding.

Section 2-- SCHEDULE

This RFQQ is being issued under the following Schedule. The Response deadlines are mandatory and non-negotiable. Failure to meet any of the required deadlines will result in disqualification from participation. All times are local time, Olympia, WA.

DATE & TIME
EVENT
	August 11, 2016
	RFQQ Issued

	August 19, 2016
	Final Vendor Questions and Comments due by NOON

	August 23, 2016
	State’s Final Written Answers issued

	September 2, 2016
	Responses due by NOON

	September 6-9, 2016
	Evaluation period begins

	September 12,  2016
	Announcement of ASV

	September 13, 2016
	Vendor Request for Optional Debriefing due

	September 14, 2016
	Optional Vendor Debriefings

	September 15, 2016
	Begin Contract Negotiations 

	September 26, 2016
	Contract Effective and made available for purchases


CTS reserves the right to revise the above schedule.
SECTION 3—INSTRUCTIONS TO RESPONDING VENDORS
COMPLIANCE WITH ALL SECTIONS OF SECTION 3 IS REQUIRED. FAILURE TO FOLLOW THESE ADMINISTRATIVE REQUIREMENTS MAY RESULT IN IMMEDIATE DISQUALIFICATION.
3.1 RFQQ Coordinator (Proper Communication)
All communications relevant to this RFQQ must be addressed in writing to the RFQQ Coordinator at the contact information below:

Contact Name:
Diane Vernon
E-mail Address: diane.vernon@cts.wa.gov 
Phone: 
360-407-8770
All oral communications will be considered unofficial and non-binding on the State. Any other direct or indirect communication with employees or (sub) contractors of our organization regarding this RFQQ will be treated as misconduct and may result in your response being disqualified.

3.2 Vendor Questions
It is the Vendor’s responsibility to remedy any ambiguity, inconsistency, error or omission within this document before submitting their Response. Vendors shall submit all requests to the contact above no later than 12 noon on the closing date stated in Section 2.  An official written CTS response will be provided for Vendor questions received by this deadline. Written responses to Vendor questions will be posted on the CTS web site at: www.cts.wa.gov 
3.3 Vendor Complaints Regarding Requirements and Specifications

Vendors may submit specific complaints in writing to the RFQQ Coordinator, if Vendor believes requirements exist that unduly constrain competition. The complaint must be made in writing to the RFQQ Coordinator before the Response due date.  The complaint must state how the requirement unduly constrains competition and provide the relevant facts, circumstances and documentation. The solicitation process may continue.

Except as otherwise stated below, the Chief Legal Services Officer will review protests on behalf of the agency.  Vendors may appeal the Chief Legal Service Officer’s determination, on purchases over $100,000, by submitting an appeal in writing to the Director. An appeal shall be filed no later than 5 business days after Chief Legal Service Officer’s decision. Decisions made by the Director or designee are final.
3.4 Response Contents
The Response must contain information responding to all mandatory requirements, a signed certification and assurances and must include the signature of an authorized Vendor representative on all documents required in the appendices.

The Response should be submitted in two (2) volumes containing what is listed below. This separation of documentation protects the integrity of the State’s evaluation process. No mention of the cost response may be made in Volume 1.

File entitled - Volume 1:

· Vendor’s cover letter explicitly acknowledging receipt of all RFQQ revisions issued, if any; and

· The Response to the Vendor requirements (Section 4)

File entitled - Volume 2:

· The Responses to the Financial Quote (Section 5)

· Vendor’s signed and completed Certifications and Assurances (Appendix A)

· Vendor’s exceptions and/or proposed revisions to the Contract (Appendix B)

· Vendor’s MWBE Certification (Appendix C), if applicable

· Vendor’s Response to the Cost Model (Appendix E)

· Vendor’s Response to the Response Checklist (Appendix G)

Failure to provide any requested information in the prescribed format may result in disqualification of the Vendor.

3.5 Response Requirements
The signature block in Appendix A, Certifications and Assurances, must be signed by a representative authorized to bind the company to the offer.

For Mandatory requirements (M), the Response must always indicate explicitly whether or not the Vendor’s proposed Products/Services meet the requirement. A statement, “(Vendor Name) has read, understands, and fully complies with this requirement” is acceptable, along with any additional information requested.

For Mandatory Scored (MS) and Desirable Scored (DS) items, the Response must always indicate explicitly whether or not the Vendor's proposed Products/Services meet the requirement, and describe how the proposed Vendor’s Products/Services will accomplish each requirement or are desirable as it relates to the service(s) proposed.

Vendor must respond to each Requirement. Failure to comply with any applicable item may result in the Response being disqualified. In each requirement title is a designation indicating how the Response will be evaluated, as set forth in Section 7.

3.6 Delivery of Responses
All proposals must arrive via an attachment to e-mail to the RFQQ Coordinator at the email address above, on the proposal due date and time stated in Section 2. Responses arriving in the RFQQ Coordinator’s in-box after the time stated in Section 2 will be disqualified.  The "receive date/time" posted by CTS’ email system will be used as the official time stamp, but may not reflect the exact time received.

Vendors should allow sufficient time to ensure timely receipt of the proposal by the RFQQ Coordinator.  Late Responses will not be accepted and will be automatically disqualified from further consideration.  

CTS assumes no responsibility for delays caused by Vendor’s e-mail, network problems or any other party.  All Responses must strictly adhere to the format and file naming conventions set forth herein.  Zipped files cannot be received by CTS and cannot be used for submission of Responses.    
3.7 Administrative Clarifications
CTS reserves the right to contact Vendor for clarification of Response contents.
3.8 Proprietary Information/Public Disclosure
Any information contained in the Response that is proprietary or confidential must be clearly designated. Marking of the entire Response or entire sections of the Response as proprietary or confidential will not be accepted nor honored. CTS will not accept Responses where pricing is marked proprietary or confidential, and the Response will be rejected.

To the extent consistent with chapter 42.56 RCW, the Public disclosure Act, CTS shall maintain the confidentiality of Vendor’s information marked confidential or proprietary. If a request is made to view Vendor’s proprietary information, CTS will notify Vendor of the request and of the date that the records will be released to the requester unless Vendor obtains a court order enjoining that disclosure. If Vendor fails to obtain the court order enjoining disclosure, CTS will release the requested information on the date specified.

The State’s sole responsibility shall be limited to maintaining the above data in a secure area and to notify Vendor of any request(s) for disclosure for so long as CTS retains Vendor’s information in CTS records. Failure to so label such materials or failure to timely respond after notice of request for public disclosure has been given shall be deemed a waiver by Vendor of any claim that such materials are exempt from disclosure.

3.9 Waive Minor Administrative Irregularities
CTS reserves the right to waive minor administrative irregularities contained in any Response. Additionally, CTS reserves the right, at its sole option, to make corrections to Vendors’ Responses when an obvious arithmetical error has been made in the price quotation. Vendors will not be allowed to make changes to their quoted price after the Response submission deadline.

3.10 Errors in Response
Vendors are liable for all errors or omissions contained in their Responses. Vendors will not be allowed to alter Response documents after the deadline for Response submission. CTS is not liable for any errors in Responses. CTS reserves the right to contact Vendor for clarification of Response contents.

3.11 Amendments/Addenda
CTS reserves the right to change the Schedule or other portions of this RFQQ at any time. Any changes or corrections will be by one or more written amendment(s), dated, and attached to or incorporated in and made a part of this solicitation document. If there is any conflict between amendments, or between an amendment and the RFQQ, whichever document was issued last in time shall be controlling. 
3.12 Right to Cancel
With respect to all or part of this RFQQ, CTS reserves the right to cancel or reissue at any time without obligation or liability.

3.13 Contract Requirements
To be responsive, Vendors must indicate a willingness to enter into a Contract substantially the same as the Contract in Appendix B, by signing the Certifications and Assurances located in Appendix A. Any specific areas of dispute with the attached terms and conditions must be identified in the Response and may, at the sole discretion of CTS, be grounds for disqualification from further consideration in the award of a Contract.


Vendor must explain why each item proposed as additional contract terms is in CTS’ best interest as a customer and how it will support CTS’ business objectives. Under no circumstances is a Vendor to submit their own standard contract terms and conditions as a response to this solicitation.

Instead, Vendor must review and identify the language in Appendix B that Vendor finds problematic, state the issue, and propose the language or contract modification Vendor is requesting. CTS expects the final Contract signed by the ASV to be substantially the same as the contract located in Appendix B.

If Responses are from a Reseller, wherever the suppliers offers selected customers more suitable terms and conditions of supply, Vendors shall recommend these terms and help CTS to obtain them wherever possible.

Where terms and conditions cannot be changed and may have negative consequences on the quality of goods and services or their supply, Vendors are required to recommend methods of mitigating or limiting these negative consequences.

The final contract executed by the parties must satisfy CTS’s obligations with respect to performance-based contracting as directed in Executive Order 10-07.  The parties may negotiate performance-based elements, in addition to those in Appendix B, for inclusion into the final contract.  

The foregoing should not be interpreted to prohibit either party from proposing additional contract terms and conditions during negotiation of the final Contract.

The ASV will be expected to execute the Contract within ten (10) Business Days of its receipt of the final Contract. If the selected Vendor fails to sign the Contract within the allotted ten (10) days’ time frame, CTS may elect to cancel the award, and award the Contract to the next ranked Vendor, or cancel or reissue this solicitation.

3.14 Incorporation of Documents into Contract
This solicitation document and the Response will be incorporated into any resulting Contract.

3.15 No Best and Final Offer
CTS reserves the right to make an award without further discussion of the Response submitted; i.e., there will be no best and final offer request. Therefore, the Response should be submitted on the most favorable terms that Vendor intends to offer. 

3.16 Minority and Women’s Business Enterprises (MWBE)
CTS strongly encourages participation of minority and women businesses. Vendors who are MWBE certified or intend on using MWBE certified Subcontractors are encouraged to identify the participating firm on Appendix C. No minimum level of MWBE participation is required as a condition of receiving an award and no preference will be included in the evaluation of Responses in accordance with chapter 39 RCW. For questions regarding the above, contact Office of MWBE at (360) 664-9750.

3.17 No Obligation to Contract/Buy
CTS reserves the right to refrain from Contracting with any and all Vendors. Neither the release of this solicitation document nor the execution of a resulting Contract obligates CTS to make any purchases.

3.18 Non-Endorsement and Publicity
In selecting a Vendor to supply Products to the state of Washington, the State is neither endorsing Vendor’s Products, nor suggesting that they are the best or only solution to the State’s needs. By submitting a Response, Vendor agrees to make no reference to CTS or the state of Washington in any literature, promotional material, brochures, sales presentation or the like, regardless of method of distribution, without the prior review and express written consent of CTS.

3.19 Optional Vendor Debriefing
Vendors who submit a Response may request an optional debriefing conference to discuss the evaluation of their Response. The requested debriefing conference must occur on or before the date specified in the Schedule (Section 2). The request must be in writing (fax or e-mail acceptable) addressed to the RFQQ Coordinator.

The optional debriefing will not include any comparison between the Response and any other Responses submitted. However, CTS will discuss the factors considered in the evaluation of the requesting the Response and address questions and concerns about Vendor’s performance with regard to the solicitation requirements.  

3.20 Protest Procedures
Vendors who have submitted a Response to this solicitation and have had a debriefing conference may make protests. Upon completion of the debriefing conference, a Vendor is allowed five (5) Business Days to file a formal protest of the solicitation with the RFQQ Coordinator. Further information regarding the grounds for, filing and resolution of protests is contained in Appendix D, Protest Procedures.

3.21 Notification of ASV
All Vendors responding to this solicitation will be notified by mail or e-mail when CTS has determined the ASVs. The ASV will be the respondent who: (1) meets all the requirements of this RFQQ; and (2) receives the highest number of total points as described herein. 

SECTION 4 -- VENDOR REQUIREMENTS
Respond to the following requirements per the instructions in section 3. 
4.1 (M) Vendor Profile
The following detail about the Vendor’s organization is required to ensure that it can meet CTS’ requirements. The Vendor working on its behalf shall each provide the following information:
1. (M) The legal entity — for example, a private or public corporation — together with its name and registered address.

2. (M) The total number of years the legal entity has been in business and, if appropriate, the number of years under the present business name.
3. (M)Vendor must have Senior Informatica Developer available to support the resulting contract in their employ on the date that Vendor submits their response to this RFQQ.
4.2 (M) Mandatory Minimum Qualifications 
Please complete the Chart for each of the Mandatory Requirements below. These represent the mandatory  requirements for any of the staff Vendor utilizes under a CTS Statement of Work. 
Please mark an x or other indicia of assent under the “Vendors Has Read, Understands and Complies” column. 
	Product
	Role
	Level
	Minimum Experience Required for proposed Candidates
	Vendor Has Read, Understands and Will Comply. 

	Master Data Management
	Administrator
	Senior
	4 Years installing and upgrading MDM software, SQL server Database administration, architecture and data process flow, create queires and packages for IDD  
	

	Master Data Management
	Developer
	Senior
	4 year creating data models and business rules, in RDMA, SQL, SQL developer, configuring stage process, fuzzy matching, queries and packages, utilize Informatica Hub and Enterprise Manager, Design and configure mastering business data based on requirements 
	

	PowerCenter
	Administrator
	Senior
	4 years installing and upgrading PowerCenter, data quality, metadata manager, Power Exchange; managing security, configure services based on requirements, configuration of administrator tool, license management, performance optimization, planning and implementing backup strategies
	

	PowerCenter
	Developer
	Senior
	4 years with Informatica Power Center:

Design, develop and maintain complex mappings and workflows to Extract, Transform and Load disparate application sources and targets, Expert ability to design and develop data access methods across disparate data sources, Troubleshoot, optimize and fine tune ETL processes, SQL Server 2008 or more recent version
	

	PowerCenter
	Developer
	Junior
	2 years with Informatica Power Center:

Design, develop and maintain complex mappings and workflows to Extract, Transform and Load disparate application sources and targets, Expert ability to design and develop data access methods across disparate data sources, Troubleshoot, optimize and fine tune ETL processes, SQL Server 2008 or more recent version
	

	Data Integration Hub
	Administrator
	Senior
	2 years installing and upgrading PowerCenter and Data Integration Hub, Power Exchange; managing security, configure services based on requirements, configuration of administrator tool, license management, performance optimization, planning and implementing backup strategies
	


4.3 
(M) Résumés

Vendor must provide one clear and concise representatative professional résumé for that details the firm’s  experience and qualifications required herein.
After Contract award, CTS has the right to approve or reject any change in Vendor personnel. In the event a candidate is proposed for a specific SOW that does not meet the requirements herein, CTS will not enter into a SOW. If candidates are consistently presented that do not meet the mandatory requirements, CTS will consider termination of the contract for breach.
Specific restrictions apply to contracting with current or former state employees pursuant to chapter 42.52 RCW. Vendors should familiarize themselves with the requirements prior to submitting a Response.

4.4  (M) Vendor Account Manager

Vendor shall appoint an Account Manager who will provide oversight of Vendor contract activities. Vendor’s Account Manager will be the principal point of contact concerning Vendor’s performance under this Contract. Vendor shall notify the CTS Contract Administrator, in writing, when there is a new Vendor Account Manager assigned to this Contract. The Vendor Account Manager information is:

	Vendor Account Team:

	Address:

	Phone:
	Fax:
	E-mail:


4.5 (M) Vendor Licensed to do Business in Washington
Within thirty (30) days of being identified as the ASV, Vendor must be licensed to conduct business in Washington, including registering with the Washington State Department of Revenue. The Vendor must collect and report all applicable taxes.
4.6 (M) Use of Subcontractors 
CTS will accept Responses that include third party involvement only if the Vendor submitting the Response agrees to take complete responsibility for all actions of such Subcontractors. Vendors must state whether Subcontractors are/are not being used, and if they are being used, Vendor must list them in response to this subsection. CTS reserves the right to approve or reject any and all Subcontractors that Vendor proposes. Any Subcontractors engaged after award of the Contract must be pre-approved, in writing, by CTS.
Specific restrictions apply to contracting with current or former state employees pursuant to chapter 42.52 RCW. Vendors should familiarize themselves with the requirements prior to submitting a Response.
4.7 (M) Prior Contract Performance 

Vendor must submit full details of all Terminations for Default for performance similar to the Services requested by this RFQQ experienced by the Vendor in the past five (5) years, including the other party’s name, address and telephone number. If the Vendor has experienced no such Terminations for Default in the past five years, so declare. If Vendor has been suspended or debarred by the Department of Enterprise Services, so declare and provide details surrounding the suspension/debarment. 
CTS will evaluate the information and may, at its sole discretion, reject the Response if the information indicates that completion of a Contract resulting from this RFQQ may be jeopardized by selection of the Vendor.
4.8 (M) Prepayment is Not Authorized

Vendor shall not obligate CTS to prepayment of services, maintenance, equipment or software. CTS is unable to make payments past 12 months in advance for services or maintenance.         
4.9 (M) HIPAA Compliance

          Vendor shall sign the Business Associates Agreement provided as Schedule D to Appendix A.

4.10 (M) Highest Standard

Vendor shall abide by the highest standards of care when accessing and working with CTS and its Customer’s data. 
4.11 (M) Background Checks

The Vendor shall insure that its personnel have successfully completed a background check prior to providing contracted services. 
Due to the nature of the services to be provided under the contract, CTS requires that the Vendor successfully complete a criminal background check prior to the start of their services. The criminal background investigation shall include a review of the Vendors and his/her employee’s records to include Social Security Number Search, Credit Report (if related to potential job duties), Criminal Records Search (any misdemeanor convictions and/or felony convictions are reported) in all states in which the employee has lived or worked over the past seven years, and the National Sex Offender Registry. In addition, the Global Watch list (maintained by the Office of Foreign Assets Control of the US Department of Treasury) should be reviewed.

Vendor understands and agrees that various governmental security statutes and regulations, and CTS policies relating to background investigations and authorized access to CTS facilities may change from time to time during the contract term, including any renewal period. 

Accordingly, submission of a bid or proposal in response to this RFP shall constitute Vendor’s acceptance of any new statute and/or regulation, including Vendor’s acceptance of and compliance with any changes in the CTS background investigations and authorized facility access protocols necessary to implement any such new statute or regulation. 

Vendor shall be required to submit a signed statement confirming that each employee providing services to CTS has successfully completed the required background check. Vendor’s failure to comply in implementing changes to its background investigations and authorized facility access protocols may, in the CTS’ sole discretion, be considered a breach of this contract and result in its cancellation.
Every thirty-six (36) months, or at the time of contract renewal, whichever is sooner, the Contractor is responsible for obtaining an updated basic level criminal background check for each employee and shall resubmit a signed statement confirming that each employee providing services to CTS has successfully completed the required background check.  
1. Vendor shall pay all payrolls, payroll taxes (including, but not limited to, federal Social Security taxes, federal and state unemployment taxes and state industrial insurance taxes), insurance premiums, license fees, and all other expenses of Vendor or its staff in performing this Contract.
2. Vendor shall participate in team meetings and status meetings as requested by the Project Manager.
3. Vendor will provide training and knowledge transfer in the operation of the System to those persons designated by Purchaser. 

4.12 (M) Documentation Requirements

Vendor shall provide Documentation and the additional required information described below.  Documentation shall be in a hard copy and electronic copy on CD in MS Word format unless otherwise directed by the Project Manager. Additional documentation that the vendor will produce or help produce may include but not be limited to:

1. System Design Documentation
2. All source code, object code, design and architecture Documentation, and all data files are delivered to the State
3. Maintenance and Operations Manual
4. Users Manual
5. Commented source code with a data dictionary 
6. Training manuals that are current with current configurations of the system that provide for user training, system administration training, and if requested Train-the-Trainer training.

4.13 (M) Performance Measures
In addition to the  mutually developed performance measure to be set forth in the resulting contract or Statement of Work, the Vendor agrees to be evaluated based on the following:

1. Ability to meet established deadlines.

2. Ability to develop software that meets requirements.

3. Ability to test applications, and document and resolve discrepancies.

4. Ability to troubleshoot the systems and respond to end-user problems.

5. Ability to design and demonstrate software functionality.

6. Ability to write clear, concise documentation.

4.14 (M) Reporting and Oversight

The schedule will be provided by Project Manager by a specific work plan.  The Project Manager will present the Vendor with a task schedule once programming activities have been identified and finalized. It is expected that programming activities will be identified and completed on a quarterly basis. Tasks that require review by the CTS team members will be scheduled and coordinated through the Project Manager.  These will include tasks associated with acceptance of project deliverables (such as documentation) and scheduling of skills transfer for developed code. In addition to the Deliverable stated above, the Vendor shall:

1. Provide bi-weekly status reports (unless otherwise agreed to) to the project manager on progress achieved against schedule, billable hours expended, and expected hours to complete currently assigned tasks.  This report shall state specific tasks assigned, progress made, problems encountered and activities for the upcoming reporting period. 
2. Provide CTS with all source code developed or modified, and associated Documentation.

3. The project team is expected to work on-site at a state facility in Olympia, WA with the project team.

4. Participate in team meetings and status meetings as requested by the Project Manager.  This participation enables knowledge transfer and the CTS team members to review issues and questions concerning the development work.

5. Review work plans provided by the Project Manager. The Work Plan will establish the specific expectations and activities of the work performed under this contract. 
4.15 (M) Invoice Requirements

Invoices shall be delivered, properly itemized, to CTS no later than the tenth working day of each month for the previous month's activity.  
Invoices shall include, at a minimum: 

a. Vendor name, address and phone number, remittance address if different;

b. CTS’s name, address and Purchase Order or Field Order number; CTS delivery location if different;

c. The resulting Contract number;

d. Description of Services provided and duration;
e. Total invoice price.
SECTION 5-- FINANCIAL QUOTE

Respond to the following requirements per the instructions in section 3. 
5.1
(M) Overview

CTS seeks to acquire the Services that best meet the State’s needs at the lowest cost and best value. Contract price must include one final hourly rate for one consultant services. 
5.2
(M) Taxes

Vendor is responsible for payment of all taxes due on payments made under this contract.  
5.3
(MS 275) Completion of Cost Model
The Vendor must follow the instructions set forth below to complete the form in Appendix E, Cost Model, which will be the basis for evaluation of the Financial Response.  
SECTION 6   -- EVALUATION PROCESS
6.1         Overview

Vendors who meet all of the RFQQ requirements will be called for a personal interview process for further evaluation and the vendor who receives the highest number of total points will be declared as the ASV and enter into contract negotiations with CTS.

6.2        Administrative Screening

Responses will be reviewed initially by the RFQQ Coordinator to determine on a pass/fail basis compliance with administrative requirements as specified herein. Evaluation teams will only evaluate Responses meeting all administrative requirements.

6.3        Mandatory Requirements 

Responses meeting all of the administrative requirements will then be reviewed on a pass/fail basis to determine if the Response meets the Mandatory requirements (Sections 4 and 5 ). Only Responses meeting all Mandatory requirements will be further evaluated. 
The State reserves the right to determine at its sole discretion whether Vendor’s response to a Mandatory requirement is sufficient to pass. If, however, all responding Vendors fail to meet any single Mandatory item, CTS reserves the following options: (1) cancel the procurement, or (2) revise or delete the Mandatory item.

6.4 Qualitative Review and Scoring
Only Responses that pass the administrative screening and Mandatory requirements review will be evaluated and scored based on responses to the scored requirements in the RFQQ.
The Vendor offering the lowest Hourly Rate for each category as identified in Appendix E, Cost Model will be the only Vendor to be awarded the maximum number of points available for each category.  All other responses will receive a percentage of the total points available for that category equal to the percentage difference between their Hourly Rate and the lowest Hourly Rate for that category. The financial evaluation team will calculate the Vendor’s score using Vendor’s Appendix E Cost Model. 
There are six categories in Appendix E Cost Model for which Vendors must submit an Hourly Rate.  Each Category is assigned a number of points.  The overall highest possible point total that a response can accumulate for Appendix E Cost Model is 275 points.
The following is an example of the scoring models to be used for awarding points for the RFQQ evaluation.  All point totals will be rounded up to the nearest one-hundredth (.01) of a point. 
	Lowest Master Data Management (MDM) Administrator Hourly Rate Submitted 

Vendor’s Hourly Rate 
	X
	50
	=
	MDM Administrator Points Awarded
(MDMAP)


	Lowest Master Data Management (MDM) Developer Hourly Rate Submitted 

Vendor’s Hourly Rate 
	X
	50
	=
	MDM Developer Points Awarded
(MDMDP)


	Lowest PowerCenter (PC) Administrator Hourly Rate Submitted 

Vendor’s Hourly Rate 
	X
	50
	=
	PC Administrator Points Awarded
(PCAP)


	Lowest PowerCenter (PC) Developer 
Hourly Rate Submitted 

Vendor’s Hourly Rate 
	X
	50
	=
	PC Developer Points Awarded
(PCDP)


	Lowest PowerCenter (PC) Junior Developer Hourly Rate Submitted 

Vendor’s Hourly Rate
	X
	25
	=
	PC Junior Developer Points Awarded
(PCJDP)


	Lowest Data Integration Hub (DIH) Administrator 

Hourly Rate Submitted 

Vendor’s Hourly Rate 
	X
	50
	=
	DIHAdministrator Points Awarded
(DIHAP)


Vendors will be ranked using the Vendor’s Response Total Score (VRTS), with the highest score ranked first and the next highest score ranked second, and so forth.  The VRTS awarded to a Vendor will be calculated as follows:

	MDMAP + MDMDP + PCAP + PCDP + PCJDP + DIHAP = Vendor Response Total Score  (VRTS)


6.5 Selection of Apparently Successful Vendors
The Vendors with the top three highest Vendor Response Total Score will be declared the ASV in that category. CTS will enter into contract negotiations with the ASVs. Should contract negotiations fail to be completed within two weeks after initiation, CTS may immediately cease contract negotiations and declare the Vendor with the next highest score as the new ASV and enter into contract negotiations with that Vendor. This process will continue until the Contracts are signed or no qualified Vendors remain.

 TC “Appendices “\l 4\n    TC “Appendix A:  Certifications and Assurances”\l 5\n 
APPENDIX A

CERTIFICATIONS AND ASSURANCES

Issued by the State of Washington

We make the following certifications and assurances as a required element of the Response, to which it is attached, affirming the truthfulness of the facts declared here and acknowledging that the continuing compliance with these statements and all requirements of the RFQQ are conditions precedent to the award or continuation of the resulting Contract.

The prices in this Response have been arrived at independently, without, for the purpose of restricting competition, any consultation, communication, or agreement with any other offeror or competitor relating to (i) those prices, (ii) the intention to submit an offer, or (iii) the methods or factors used to calculate the prices offered. The prices in this Response have not been and will not be knowingly disclosed by the offeror, directly or indirectly, to any other offeror or competitor before Contract award unless otherwise required by law. No attempt has been made or will be made by the offeror to induce any other concern to submit or not to submit an offer for the purpose of restricting competition. However, we may freely join with other persons or organizations for the purpose of presenting a single proposal or bid.

The attached Response is a firm offer for a period of 90 days following the Response Due Date specified in the RFQQ, and it may be accepted by CTS without further negotiation (except where obviously required by lack of certainty in key terms) at any time within the 90 day period. In the case of protest, your Response will remain valid for 120 days or until the protest is resolved, whichever is later.

In preparing this Response, we have not been assisted by any current or former employee of the state of Washington whose duties relate (or did relate) to the State's solicitation, or prospective Contract, and who was assisting in other than his or her official, public capacity. Neither does such a person nor any member of his or her immediate family have any financial interest in the outcome of this Response. (Any exceptions to these assurances are described in full detail on a separate page and attached to this document.)

We understand that the State will not reimburse us for any costs incurred in the preparation of this Response. All Responses become the property of the State, and we claim no proprietary right to the ideas, writings, items or samples unless so stated in the Response. Submission of the attached Response constitutes an acceptance of the evaluation criteria and an agreement to abide by the procedures, compliance with Mandatory and all other administrative requirements described in the solicitation document.

We understand that any Contract awarded, as a result of this Response will incorporate all the solicitation requirements. Submission of a Response and execution of this Certifications and Assurances document certify our willingness to comply with the Contract terms and conditions appearing in Appendix B, or substantially similar terms, if selected as a Vendor. It is further understood that our standard contract will not be considered as a replacement for the terms and conditions appearing in Appendix B of this solicitation.

We (circle one) are / are not submitting proposed Contract exceptions.
	
	
	

	Vendor Signature
	
	Vendor Company Name

	
	
	

	Title
	
	Date


APPENDIX B

PROPOSED CONTRACT TC “Appendix B:  Model [Master] Contract”\l 5\n 
Posted separately on the CTS Web site at: http://cts.wa.gov/procurement/procurement.aspx
APPENDIX C

(If Applicable) MWBE Participation Form  TC “Appendix C:  MWBE Participation Form [if applicable]”\l 5\n 
Minority and Women's Business Enterprises (MWBE)

Participation Form
MWBE participation is defined as: Certified MBEs and WBEs bidding as prime Vendor, or prime Vendor firms subcontracting with certified MWBEs.  For questions regarding the above, contact Office of MWBE, (360) 664-9770.  

In accordance with WAC 326-30-046, CTS goals for acquisitions have been established as follows:  12% MBE or WBE.

	MBE FIRM NAME
	*MBE CERTIFICATION NO.
	PARTICIPATION %

	
	
	

	
	
	

	
	
	

	
	
	

	WBE FIRM NAME
	*WBE CERTIFICATION NO.
	PARTICIPATION %

	
	
	

	
	
	


*Certification number issued by the Washington State Office of Minority and Women's Business Enterprises.

Name of Vendor completing this Certification: ______________________________________________

APPENDIX D

PROTEST PROCEDURE  TC “Appendix D:  Protest Procedures”\l 5\n 
A Vendor who is aggrieved in connection with the solicitation or award of a contract, who has submitted a response and participated in a debriefing conference, may submit a written protest to the Chief Legal Services Officer at Consolidated Technology Services, 1500 Jefferson Street SE, 5th Floor, Olympia WA 98501 or Rebekah.ohara@cts.wa.gov. 

Grounds

Protests may be based only on alleged bias on the part of an evaluator, mathematical error in the computation of the score, or failure to follow the process or standards stated in the related procurement document. 

Timing

A protest shall be presented to CTS in writing no later than 5 business days after the post award debrief has occurred. The written letter shall state the grounds for the protest and state the relevant facts, circumstances and documents in support of the Vendor’s position.  

Process

In conducting its review, CTS will consider all available relevant facts. CTS will resolve the protest in one of the following ways:

1. Find that the protest lacks merit and upholding the agency's action.

2. Find only technical or harmless errors in the agency's acquisition process, determining the agency to be in substantial compliance, and rejecting the protest; or

3. Find merit in the protest and provide options to the agency, including:

a. Correcting errors and reevaluating all Responses;

b. Reissuing the solicitation document; or

c. Making other findings and determining other courses of action as appropriate.

Except as stated otherwise below, the Chief Legal Services Officer will review protests on behalf of the agency. The agency will deliver its written decision to the protesting vendor within five business days after receiving the protest, unless more time is needed. The protesting vendor will be notified if additional time is necessary. Exempt Purchases under $100,000 shall be reviewed only by the Chief Legal Services Officer, whose opinion is final. 

Vendors may appeal the Chief Legal Service Officer’s determination, on Exempt Purchases over $100,000, by submitting an appeal in writing to the Director. An appeal shall be filed no later than 5 business days after Chief Legal Service Officer’s decision. Decisions made by the Director or designee are final.

In the event the Chief Legal Service Officer has a conflict of interest, the protest or appeal will be managed by a CTS senior level manager appointed by the Deputy Director. This individual must not be involved with the business that is the subject matter of the protest appeal.

APPENDIX E

COST MODEL  TC “Appendix E:  Cost Model”\l 5\n 
1. (MS 275) COST MODEL
Submit your company’s hourly rate in the following format.
	
	MS Points
	Product
	Role
	Level
	Experience
	Hourly Rate 

	1.
	(MS 50)
	Master Data Management
	Administrator
	Senior
	4 Years installing and upgrading MDM software, SQL server Database administration, architecture and data process flow, create queires and packages for IDD  
	

	2.
	(MS 50)
	Master Data Management
	Developer
	Senior
	4 year creating data models and business rules, in RDMA, SQL, SQL developer, configuring stage process, fuzzy matching, queries and packages, utilize Informatica Hub and Enterprise Manager, Design and configure mastering business data based on requirements 
	

	3.
	(MS 50)
	PowerCenter
	Administrator
	Senior
	4 years installing and upgrading PowerCenter, data quality, metadata manager, Power Exchange; managing security, configure services based on requirements, configuration of administrator tool, license management, performance optimization, planning and implementing backup strategies
	

	4.
	(MS 50)
	PowerCenter
	Developer
	Senior
	4 years with Informatica Power Center:

Design, develop and maintain complex mappings and workflows to Extract, Transform and Load disparate application sources and targets, Expert ability to design and develop data access methods across disparate data sources, Troubleshoot, optimize and fine tune ETL processes, SQL Server 2008 or more recent version
	

	5.
	(MS 25)
	PowerCenter
	Developer
	Junior
	2 years with Informatica Power Center:

Design, develop and maintain complex mappings and workflows to Extract, Transform and Load disparate application sources and targets, Expert ability to design and develop data access methods across disparate data sources, Troubleshoot, optimize and fine tune ETL processes, SQL Server 2008 or more recent version
	

	6.
	(MS 50)
	Data Integration Hub
	Administrator
	Senior
	2 years installing and upgrading PowerCenter and Data Integration Hub, Power Exchange; managing security, configure services based on requirements, configuration of administrator tool, license management, performance optimization, planning and implementing backup strategies
	


APPENDIX F

HIPAA BUSINESS ASSOCIATE AGREEMENT TERMS 

FOR INCORPORATION INTO THE FINAL CONTRACT

Consolidated Technology Services  is a Business Associate for various Covered Entities. In accordance with the federal privacy regulations set forth at 45 C.F.R. Part 160 and Part 164, Subparts A and E, which require Covered Entity to have a written contract with each of its Business Associates, the Parties wish to establish satisfactory assurances that Business Associate will appropriately safeguard “Protected Health Information” and, therefore, make this Agreement.

1. DEFINITIONS

1.1. Terms used, but not otherwise defined, in this Agreement shall have the same meaning as those terms in 45 CFR §§ 160.103 and 164.501.

1.2. “Designated Record Set” shall have the meaning set out in its definition at 45 C.F.R. § 164.501.

1.3.  “Health Care Operations” shall have the meaning set out in its definition at 45 C.F.R. § 164.501.

1.4. “Individual” shall have the same meaning as the term “individual” in 45 CFR § 164.501 and shall include a person who qualifies as a personal representative in accordance with 45 CFR § 164.502(g).

1.5. “Privacy Officer” shall have the meaning as set out in its definition at 45 C.F.R. § 164.530(a)(1).

1.6. “Privacy Rule” shall mean the Standards for Privacy for Individually Identifiable Health Information at 45 CFR Part 160 and Part 164, subparts A and E.  

1.7. “Protected Health Information” shall have the same meaning as the term “protected health information” in 45 CFR § 164.501, limited to the information created or received by Business Associate from or on behalf of Covered Entity.

1.8. “Required By Law” shall have the same meaning as the term “required by law” in 45 CFR § 164.501.

2. OBLIGATIONS AND ACTIVITIES OF BUSINESS ASSOCIATE 

2.1. Business Associate agrees to fully comply with the requirements under the Privacy Rule applicable to "business associates," as that term is defined in the Privacy Rule and not use or further disclose Protected Health Information other than as permitted or required by this Agreement or as Required By Law.  

2.2. Business Associate agrees to use appropriate procedural, physical, and electronic safeguards to prevent use or disclosure of Protected Health Information other than as provided for by this Agreement.  Said safeguards shall include, but are not limited to, requiring employees to agree to use or disclose Protected Health Information only as permitted or required by this Agreement and taking related disciplinary actions for inappropriate use or disclosure as necessary.

2.3. Business Associate shall require any agent, including a subcontractor, to whom it provides Protected Health Information received from, created or received by, Business Associate on behalf of Covered Entity or that carries out any duties for the Business Associate involving the use, custody, disclosure, creation of, or access to Protected Health Information, to agree, by written contract with Business Associate, to the same restrictions and conditions that apply through this Agreement to Business Associate with respect to such information.

2.4. Business Associate agrees to mitigate, to the extent practicable, any harmful effect that is known to Business Associate of a use or disclosure of Protected Health Information by Business Associate in violation of the requirements of this Agreement.

2.5. Business Associate agrees to require its employees, agents, and subcontractors to immediately report, to Business Associate, any use or disclosure of Protected Health Information in violation of this Agreement and to report to Covered Entity any use or disclosure of the Protected Health Information not provided for by this Agreement.

2.6. If Business Associate receives Protected Health Information from Covered Entity in a Designated Record Set, then Business Associate agrees to provide access, at the request of Covered Entity, to Protected Health Information in a Designated Record Set, to Covered Entity or, as directed by covered Entity, to an Individual in order to meet the requirements under 45 CFR § 164.524, provided that Business Associate shall have at least five days from Covered Entity notice to provide access to, or deliver such information.

2.7. If Business Associate receives Protected Health Information from Covered Entity in a Designated Record Set, then Business Associate agrees to make any amendments to Protected Health Information in a Designated Record Set that the Covered Entity directs or agrees to pursuant to the 45 CFR § 164.526 at the request of Covered Entity or an Individual, and in the time and five days from Covered Entity notice to make an amendment.

2.8. Business Associate agrees to make its internal practices, books, and records including policies and procedures and Protected Health Information, relating to the use and disclosure of Protected Health Information received from, created by or received by Business Associate on behalf of, Covered Entity available to the Secretary of the United States Department of Health in Human Services or the Secretary’s designee, in a time and manner designated by the Secretary, for purposes of determining Covered Entity’s or Business Associate’s compliance with the Privacy Rule.

2.9. Business Associate agrees to document disclosures of Protected Health Information and information related to such disclosures as would be required for Covered Entity to respond to a request by an Individual for an accounting of disclosure of Protected Health Information in accordance with 45 CFR § 164.528.

2.10. Business Associate agrees to provide Covered Entity or an Individual, in time and manner designated by Covered Entity, information collected in accordance with this Agreement, to permit Covered Entity to respond to a request by an Individual for and accounting of disclosures of Protected Health Information in accordance with 45 CFR § 164.528, provided that Business Associate shall have at least five days from Covered Entity notice to provide access to, or deliver such information which shall include, at minimum, (a) date of the disclosure; (b) name of the third party to whom the Protected Health Information was disclosed and, if known, the address of the third party; (c) brief description of the disclosed information; and (d) brief explanation of the purpose and basis for such disclosure.

2.11. Business Associate agrees it must limit any use, disclosure, or request for use or disclosure of Protected Health Information to the minimum amount necessary to accomplish the intended purpose of the use, disclosure, or request in accordance with the requirements of the Privacy Rule. 

2.11.1. Business Associate represents to Covered Entity that all its uses and disclosures of, or requests for, Protected Health Information shall be the minimum necessary in accordance with the Privacy Rule requirements.

2.11.2. Covered Entity may, pursuant to the Privacy Rule, reasonably rely on any requested disclosure as the minimum necessary for the stated purpose when the information is requested by Business Associate. 

2.11.3. Business Associate acknowledges that if Business Associate is also a covered entity, as defined by the Privacy Rule, Business Associate is required, independent of Business Associate's obligations under this Agreement, to comply with the Privacy Rule's minimum necessary requirements when making any request for Protected Health Information from Covered Entity.

2.12. Business Associate agrees to adequately and properly maintain all Protected Health Information received from, or created or received on behalf of, Covered Entity and to document subsequent uses and disclosures of such information by Business Associate as may be deemed necessary and appropriate by the Covered Entity.

2.13. If Business Associate receives a request from an Individual for a copy of the individual's Protected Health Information, and the Protected Health Information is in the sole possession of the Business Associate, Business Associate will provide the requested copies to the individual and notify the Covered Entity of such action. If Business Associate receives a request for Protected Health Information in the possession of the Covered Entity, or receives a request to exercise other individual rights as set forth in the Privacy Rule, Business Associate shall notify Covered Entity of such request and forward the request to Covered Entity. Business Associate shall then assist Covered Entity in responding to the request.

2.14. Business Associate agrees to fully cooperate in good faith with and to assist Covered Entity in complying with the requirements of the Privacy Rule.

3. PERMITTED USES AND DISCLOSURES BY BUSINESS ASSOCIATE

3.1. Except as otherwise limited in this Agreement, Business Associate may use or disclose Protected Health Information to perform functions, activities, or services for, or on behalf of, Covered Entity provided that such use or disclosure would not violate the Privacy Rule if done by Covered Entity.

3.2. Except as otherwise limited in this Agreement, Business Associate may use Protected Health Information as required for Business Associate's proper management and administration or to carry out the legal responsibilities of the Business Associate.

3.3. Except as otherwise limited in this Agreement, Business Associate may disclose Protected Health Information for the proper management and administration of the Business Associate, provided that disclosures are Required By Law, or provided that, if Business Associate discloses any Protected Health Information to a third party for such a purpose, Business Associate shall enter into a written agreement with such third party requiring the third party to: (a) maintain the confidentiality of Protected Health Information and not to use or further disclose such information except as Required By Law or for the purpose for which it was disclosed, and (b) notify Business Associate of any instances in which it becomes aware in which the confidentiality of the Protected Health Information is breached.

3.4. Except as otherwise limited in this Agreement, Business Associate may use Protected Health Information to provide Data Aggregation services to Covered Entity as permitted by 42 CFR §  164.504(e)(2)(I)(B).

4. OBLIGATIONS OF COVERED ENTITY 

4.1. Covered Entity shall provide Business Associate with the notice of privacy practices that Covered Entity produces in accordance with 45 CFR § 164.520, as well as any changes to such notice.

4.2. Covered Entity shall provide Business Associate with any changes in, or revocation of, permission by an Individual to use or disclose Protected Health Information, if such changes affect Business Associate’s permitted or required uses.

4.3. Covered Entity shall notify Business Associate of any restriction to the use or disclosure of Protected Health Information that Covered Entity has agreed to in accordance with 45 CFR § 164.522, to the extent that such restriction may affect Business Associate's use of Protected Health Information.

5. PERMISSIBLE REQUESTS BY COVERED ENTITY

5.1. Covered Entity shall not request Business Associate to use or disclose Protected Health Information in any manner that would not be permissible under the Privacy Rule if done by Covered Entity.

6. TERM AND TERMINATION

6.1. Term.  This Agreement shall be effective as of the date on which it is signed by both parties and shall terminate when all of the Protected Health Information provided by Covered Entity to Business Associate, or created or received by Business Associate on behalf of Covered Entity, is destroyed or returned to Covered Entity, or, if it is infeasible to return or destroy Protected Health Information, Section 6.3. below shall apply.

6.2. Termination for Cause.  

6.2.1. This Agreement authorizes and Business Associate acknowledges and agrees Covered Entity shall have the right to immediately terminate this Agreement in the event Business Associate fails to comply with, or violates a material provision of, requirements of the Privacy Rule or this Agreement.  

6.2.2. Upon Covered Entity’s knowledge of a material breach by Business Associate, 

6.2.2.1. Covered Entity shall, whenever practicable, provide a reasonable opportunity for Business Associate to cure the breach or end the violation.  

6.2.2.2. If Business Associate has breached a material term of this Agreement and cure is not possible or if Business Associate does not cure a curable breach or end the violation within a reasonable time as specified by, and at the sole discretion of, Covered Entity, Covered Entity may immediately terminate this Agreement.  

6.2.2.3. If neither cure nor termination are feasible, Covered Entity shall report the violation to the Secretary of the United States Department of Health in Human Services or the Secretary’s designee.    

6.3. Effect of Termination.

6.3.1. Except as provided in Section 6.3.2. below, upon termination of this Agreement, for any reason, Business Associate shall return or destroy all Protected Health Information received from Covered Entity, or created or received by Business Associate on behalf of, Covered Entity. This provision shall apply to Protected Health Information that is in the possession of subcontractors or agents of Business Associate.  Business Associate shall retain no copies of the Protected Health Information.

6.3.2. In the event that Business Associate determines that returning or destroying the Protected Health Information is not feasible, Business Associate shall provide to Covered Entity notification of the conditions that make return or destruction unfeasible. Upon mutual agreement of the Parties that return or destruction of Protected Health Information is unfeasible, Business Associate shall extend the protections of this Agreement to such Protected Health Information and limit further uses and disclosures of such Protected Health Information to those purposes that make the return or destruction unfeasible, for so long as Business Associate maintains such Protected Health Information.

7. MISCELLANEOUS
7.1. Regulatory Reference.  A reference in this Agreement to a section in the Privacy Rule means the section as in effect or as amended.
7.2. Interpretation.  Any ambiguity in this Agreement shall be resolved in favor of a meaning that permits Covered Entity and the Business Associate to comply with the Privacy Rule.

7.3. Strict Compliance.  No failure by any Party to insist upon strict compliance with any term or provision of this Agreement, to exercise any option, to enforce any right, or to seek any remedy upon any default of any other Party shall affect, or constitute a waiver of, any Party's right to insist upon such strict compliance, exercise that option, enforce that right, or seek that remedy with respect to that default or any prior, contemporaneous, or subsequent default.  No custom or practice of the Parties at variance with any provision of this Agreement shall affect, or constitute a waiver of, any Party's right to demand strict compliance with all provisions of this Agreement.
APPENDIX G
A Few Critical Things to Keep in Mind When Responding to an RFQQ for Consolidated Technology Services TC “Appendix F:  Critical Items When Responding”\l 5\n 
This document is explanatory only and has no consequence on the processes stated in any particular procurement. 

1.
_______
Read the entire document. Note critical items such as: mandatory requirements; supplies/services required; submittal dates; number of copies required for submittal; funding amount and source; contract requirements (i.e., contract performance security, insurance requirements, performance and/or reporting requirements, etc.).

2.
_______
Note the procurement officer's name, address, phone numbers and e-mail address.  This is the only person you are allowed to communicate with regarding the RFQQ and is an excellent source of information for any questions you may have.

3.
_______
Take advantage of the “question and answer” period. Submit your questions to the RFQQ Coordinator by the due date listed in the Schedule of Events and view the answers given in the formal “addenda” issued for the RFQQ. All addenda issued for an RFQQ are posted on the State’s website and will include all questions asked and answered concerning the RFQQ.

4.
_______
Follow the format required in the RFQQ when preparing your response. Provide point-by-point responses to all sections in a clear and concise manner. Make sure to address each subpart.
5.
_______
Provide complete answers/descriptions. Read and answer all questions and requirements. Don’t assume the State or evaluator/evaluation committee will know what your company capabilities are or what items/services you can provide, even if you have previously contracted with the State. The proposals are evaluated based solely on the information and materials provided in your response.

6.
_______
Check the State’s website for RFQQ addenda. Before submitting your response, check the State’s website at http://cts.wa.gov/procurement/procurement.aspx to see whether any addenda were issued for the RFQQ.
7.
_______
Review and read the RFQQ document again to make sure that you have addressed all requirements and have followed all of the instructions. Once you have done that, read the RFQQ document again. 

8.
_______
Submit your response on time. Note all the dates and times listed in the Schedule of Events and within the document, and be sure to submit all required items on time. Late proposal responses are never accepted.

9.        ______  
Address each mandatory/mandatory scored item.  Any time you see an “M” or “MS”- make sure to respond, even in the financial sections. For Mandatory items, A statement, “(Vendor Name) has read, understands, and fully complies with this requirement” is acceptable.
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