

Personal Smart Phone/Device Network Access Request Form
 Section I

 Completed forms must be submitted to Desktop/Telcom Support to process the request.
	To be completed by Employee:                                                                                                             
	         Add            Update        Delete

	Date:      
	Employee Name (Last, First, MI):      

	Work Email Address:      
	Administration/Division:

	Work Phone:      
	Device Make/Model:
	Operating System and Version:  


Section II                                                                             Statement of Understanding
	In addition to having read and understanding the AGENCY Use Policy as indicated by my signature below, I also agree to and understand the following:

1. You are the sole user of the mobile device (phone or tablet).

2. The first time you connect to ActiveSync, a mobile policy will be offered on your phone.  If you accept this policy, features on your device may be enabled or disabled.  If you do not accept the policy, your phone will be unaffected but you will be unable to synchronize my mail and calendar through ActiveSync.  See the User’s Guide for more information.
3.  The policy required by your phone may change.  AGENCY will attempt to inform customers prior to applying any changes to your phone,  but, in the case of an emergency change, this contact may not be possible.  Such a change could affect the availability or function of some features of your phone.

4. CTS/AGENCY may wipe your mobile device without any notification, resulting in loss of all data (including contact information, apps, music, photographs, etc.) on the mobile device and setting the mobile device back to factory default settings.  CTS/AGENCY will make a reasonable effort to contact you to inform them of the mobile device wipe and reasons for the wipe, in a timely manner.   Permanent loss of data can be avoided by backing up your device frequently.  It is your responsibility to back up your device.   See User’s Guide for more information about backing up your data.

5. If my ActiveSync enabled device is lost or stolen, I must notify AGENCY Service Desk within 24 hours.  You must also have your wireless carrier deactivate the device.   The Service Desk will provide information regarding other actions that need to be taken.

6. If AGENCY receives a Public Records or legal discovery request for records that may in whole or in part be within my possession I understand and agree I may be required to surrender my mobile device to the AGENCY Public Records/Discovery Officer or designated agent. 

7. AGENCY is not able to provide troubleshooting or support for personally-owned mobile devices.  You will need to contact your wireless provider. 

The AGENCY Use Policy governs the State data and activity on the personal device; it DOES NOT govern personal use of the device.
Employee Signature:  __________________________________________________         Date: ________________



Section III (To be completed by the AGENCY Approving Authority)
	  Information Security Officer  (ISO) Name (Print)
     
	  Organization’s Approving Authority Name and Title (Print) 
     

	  Information Security Officer  (ISO) Signature and Date:
	  Organization’s Approving Authority Signature and Date:

	

	INSTRUCTIONS
	Reminder to Customers

	Section I and Section II - Employee completes.
Section III - Approving Authority (Agency Head, District Superintendent, or similar approving authority) signs the request form.
	Device synchronization will be completed no later than 10 business days after approval.
Customer will have to complete a one-time process to set this up on their device.
Each time the mailbox password is changed, the new password will have to be entered on the mobile device.


Personal Smart Phone/Device Network Access Request Form



