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ActiveSync Device List by Policy



Note: It is up to the System Administrators to make sure that the appropriate policy is applied to the device so that the OCIO password requirements are followed.  It is also up to the agency on how encryption is handled for state-owned and personal devices.  
Policy 1 
	Device

	iPhone 3, 4 and 4S

	iPad 1, 2 and 3




	Samsung Galaxy Tablet 8.9

	iPod  Touch

	Motorola Droid Bionic

	Motorola Droid Razr & Razr MAXX

	Motorola Atrix 2

	*Motorola Droid 2

	Motorola Droid 3

	Motorola Droid 4

	Motorola Admiral


Policy 2

	Device

	Samsung Galaxy SII

	Samsung Galaxy SII Skyrocket

	Samsung Galaxy Rugby Smart

	Samsung Galaxy Tablet- wifi only, non carrier specific

	Samsung Galaxy Tablet 7.7

	Samsung Galaxy Tablet 10.1

	Samsung Galaxy Tablet 2 10.1 wifi only, non carrier specific


Policy 3 
	Device

	Motorola Droid X

	Samsung Galaxy Note
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*Device doesn’t support encryption
Policy 1 -Encryption
	Device

	iPhone 3, 4 and 4S

	iPad 1, 2 and 3



	iPod Touch 

	Samsung Galaxy Tablet 8.9

	Motorola Droid Bionic

	Motorola Droid Razr & Razr MAXX

	Motorola Atrix 2

	Motorola Droid 3

	Motorola Droid 4

	Motorola Admiral

	


Policy 2- Encryption 
	Device

	Samsung Galaxy SII

	Samsung Galaxy SII Skyrocket

	Samsung Galaxy Rugby Smart

	Samsung Galaxy Tablet- wifi only, non carrier specific

	Samsung Galaxy Tablet 7.7

	Samsung Galaxy Tablet 10.1

	Samsung Galaxy Tablet 2 10.1 wifi only, non carrier specific


Policy 3- Encryption 
	Device

	Motorola Droid X

	Samsung Galaxy Note


